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Supply Chain Security Management (SCSM)
Security and Resiliance – ISO 28000

Supply Chain Security Management (SCSM)
Security and Resiliance – ISO 28000

Open Trusted Technology Provider™ Standard (O-TTPS) – ISO/IEC 20243
Mitigating maliciously tainted and counterfeit products.

Organizations require security assurance of their supply chain. Almost every day there is a 
news article concerning a disruption to a supply chain—whether it be a security issue with 
physical transport or through a cybersecurity incident.  Wherever you fit into the supply chain,  
from supplying raw materials to delivering finished goods, the integrity of your customer’s  
property within the supply chain is essential.

Standards create a security system that will protect people, goods, infrastructure, equipment, 
and transportation against security incidents, maliciously tainted or counterfeit products, and 
other potentially disruptive situations. It also provides an organization a solid base to identify, 
assess, control, and mitigate its supply chain security risks. This standard requires identification 
of the following security risks. Key risk areas inlcude:
• Physical or functional failures and malicious criminal acts.
• Environmental, human, and cultural factors, and other internal or external contexts, including 
 factors outside the organization’s control a�ecting the organization’s security.
• The design, installation, maintenance, and replacement of security equipment.
• The organization’s information, data, knowledge, and communication management.
• Information related to security threats and vulnerabilities.
• The interdependencies between suppliers.

Why implement and certify to ISO 28000 and/or ISO 20243
• Identify risks to supply chain security and create e�ective risk treatment plans.
• Create security plans to address disruptions up chain or down chain to ensure you can meet your 
 contractual requirements.
• Conduct a 3rd party assessment to this standard which will provide an organization a competitive 
 edge in a very competitive market.
• No longer “throw accountability” over the fence to your suppliers. Understand your role in using 
 cloud services.
• As a cloud service provider, ensure you can meet the strict requirements of clients in protecting 
 their information.

Radian Compliance’s 100% successful methodology:
1. Scope identification and gap analysis against the standard and clients' current controls.
2. Implementation and education to gaps, goals and objectives as defined by the 
 requirements of the standard and client’s business and customer needs. 
3. Internal audit support with qualified internal auditor resources.
4. Certification support and ongoing maintenance assistance during certification audits 
 and support during surveillance audit years.



ABOUT RADIAN COMPLIANCE, LLCABOUT RADIAN COMPLIANCE, LLC
Radian Compliance, LLC applies its 100% successful methodology
to assist clients with ISO management systems standards and 
regulatory frameworks to maintain compliance or obtain 
certification. Radian supports its clients with ongoing knowledge 
and consulting with evolving legal, regulatory and contractual 
compliance requirements. Radian is a WBENC certified Women
Business Enterprise and Woman Owned Small Business,
ISO 9001:2015 certified, and an ASIS Preferred CPE Provider.

The Radian team supports and is recognized as subject matter 
experts in the following standards and frameworks:
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Read more on our website.

SOLUTIONSOLUTION FORMATS SUPPORTEDFORMATS SUPPORTED

Management Systems ISO 9001 • ISO 22301 • ISO 31000 
ISO 28000 • ISO 14001

ISO 20000-1 • ITILIT Service Management

Compliance Assessment & 
Program Development

Workplace violence prevention 
programs • Physical security 
assessments • ITAR/EAR 

Management Systems ISO 9001 • ISO 22301 • ISO 31000 
ISO 28000 • ISO 14001

ISO 27001 • ISO 27701
CMMC • NIST • HIPAA

ISO 20000-1 • ITIL

ISO 18788 • ANSI/ASIS PSC. 1

Information Security, 
Cybersecurity & Privacy

IT Service Management

Private Security Companies

Compliance Assessment & 
Program Development

Workplace violence prevention 
programs • Physical security 
assessments • ITAR/EAR 

The Radian SCSM Di�erence
All ISO standards that Radian supports have some element of 
outsourced process governance. We recognized years ago that we 
must create a consulting methodology that incorporates a common 
approach to ensure clients consistently are able to identify the risks 
at any level of the supply chain. Our approach is tailored to the 
Client and their requirements to provide or consume cloud and 
3rd party services. Our team members are not only ISO experts but 
have extensive knowledge and certifications in cloud services. 
Managing Partner, Lisa DuBrock, is a member of the ISO U.S. technical 
committee for ISO 28000.

COMPANY INFORMATION
www.RadianCompliance.com
Info@RadianCompliance.com

630-305-7100

LOCATIONS
Chicago

Washington D.C. Metro

SUPPLIER CODES
DUNS: 964813237

CAGE: 75B51

CONTACT US
Sally Smoczynski, CISSP
Managing Partner/Owner

SSmoczynski@RadianCompliance.com
630-728-7181

Lisa DuBrock, CPA, CPP
Managing Partner/Owner

LDuBrock@RadianCompliance.com 
847-997-2032

CERTIFICATIONS & ACCREDITATIONS


